
PROFILE

• $8.8 B in assets
• Serving approx 677,000 members across 67 offices
• Approx 1140 employees

CHALLENGE
Prior to their partnership with DefenseStorm, Space Coast Credit Union's 
(SCCU) cyber risk management program was comprised of multiple network 
monitoring tools which posed challenges in threat detection and reduced 
the efficiency of their data gathering processes. This made it difficult for 
them to effectively monitor their networks and gather data for reporting. 
Recognizing the need for a better solution, SCCU enlisted the help of 
DefenseStorm to streamline its systems, improve its ability to manage 
cyber risk, and leverage a more efficient solution to gathering data for 
reporting.

SOLUTION
THREAT SURVEILLANCE plus Cyber Threat Surveillance Operations (CTS Ops) 

GOVERNANCE PROGRAM

RISK ASSESSMENT

IMPACT
• Single source of truth for data gathering and reporting
• Improved visibility into the organization
• Improved ability to prioritize and focus on areas of risk
• More efficient reporting to key stakeholders

Chad Jaenke 
Chief Information Officer 
Space Coast Credit Union  

"When I started at Space Coast Credit 
Union, we had seven disparate network 
monitoring tools. By implementing 
DefenseStorm, we now have a unified, 
single pane of searchability. Everything is 
consolidated in one place, providing a 
single source of truth for conducting 
investigations and event correlation."

"Implementing DefenseStorm’s risk assessment 
product was our first formal foray into doing risk 
assessments. Developing a risk profile for the various 
departments was surprisingly insightful, revealing 
vulnerabilities across multiple areas. The risk 
assessment proved invaluable, especially when 
presenting to key stakeholders. It helped us prioritize 
key risks, refine our mitigation strategies, and justify 
current and future funding requests."




